JISF

Information Security Forum
for Texas Government

DAY ONE — WEDNESDAY, MAY 20
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Registration
Welcome

Keynote — Adam Ghetti
Break — Exhibit Hall Open

SECURITY VULNERABILITY THREAT MANAGING
OPERATIONS O MANAGEMENT LANDSCAPE COMPROMISE
The Role of Threat Security Governance Defending Against The APT: Evasion and The Effective Use of
Intelligence/Layered Best Practices and Malware — Before, Persistence techniques | Cyber Ranges for

Security for Intrusion
Prevention in the Post-
Target Breach Era

Ted Gruenloh
Sentinel IPS

Trends in State
Government

Bob Smock
Gartner

During and After the
Attack

Brandon Newport
Cisco

Scott Scheferman
FireEye

Application and Attack
Simulation

Bob DuCharme
Ixia

Lunch and Keynote — Dr. Zulfikar Ramzan

Single identity —
Multiple services — How
Do | Stay Compliant?

Wade Tongen
Centrify/CTS

Intelligent Security —
Defending the Digital
Enterprise

Lalit Ahluwalia
Accenture

Vulnerability and
Configuration Best
Practices for State and
Local Governments
Jonathan C. Trull

Qualys

Social Media, Trends,
and Threats

Brad Antoniewicz
M&S/Intel

A New Era of Security
for a New Era of
Computing

Bob Kalka

IBM

Continuous Diagnostics
Monitoring & End-to-
End Monitoring

Calvin Smith

Northrop Grumman

Information Security
Governance —An
Agency’s Evolution
Toward Maturity

Dave Gray
CPA

It's No Longer the
Network — Now It’s All
About the Apps

Joseph Krull
Denim Group

Beyond the Breach —
Threats and Business
Risk

Trent Greenwood

RSA

Cyber, A Militarized
Domain: What It
Means for Texas
DuWayne E. Aikins, Jr.
AT&T

Break — Exhibit Hall Open

SDDC and Network
Virtualization: An

Formulating a Security
Policy for the Modern IT

Rebuilding Your
Security Infrastructure

A Wake Up Call? Fight
Back Against

Executive Reporting in
the age of Continuous

Inherently Better Landscape from the Ground Up Cybercrime Compromise
Security Model Cris Thomas Victoriano Casas Ricky Link Trey Ford
Rob Randall (Space Rogue) SHI Coalfire Rapid7
VMWare Tenable
DAY TWO - THURSDAY, MAY 21
Registration
Welcome
Keynote — Alicia Kozakiewicz
Break — Exhibit Hall Open
Texas Policy & Assurance Class | GRC— Using Archer to Getting Started With An The Beauty of Risk: Effectively

10:30

12:00
1:30

Kathleen Donaho-Jaeger

Conduct Effective Risk
Assessments

Nancy Rainosek | DIR

Application Security Program
Using Open Source Tools

John Dickson | Denim Group

Communicating Risk
Throughout Your Organization

Tim Virtue | Texas.gov

Lunch

Texas Policy Class

Kathleen Donaho-Jaeger

GRC — Using Archer to
Conduct Effective Risk
Assessments

Nancy Rainosek | DIR

Getting Started With An
Application Security Program
Using Open Source Tools

John Dickson | Denim Group

Can Technology Save us from
Evolving Cybersecurity Threats?
Bruce Roton | Level 3

¢ DIR SSO Meeting




